IE 10 Problem & Fix when accessing Anywhere.GSA.GOV

Issue:
GSA user receives a blank white screen when going to https://anywhere.gsa.gov directly or when

redirected from the GSA Citrix Map Page (https://gsa-apps.gsa.gov). This issue is seen on non-GSA
computers (personal computers) using the new Internet Explorer 10 browser which is the default
version shipped on Windows 8 and now installed on recently purchased Windows 7 computers.

e After typing https://anywhere.gsa.gov — and Pressing Enter (Keyboard key)
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e The user gets a blank white screen (to one of the Citrix GSLB Access Gateway sites)
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Resolution:
1. (Temporary Fix) — Click on the Compatibility View button 2 for the site. You will need to click
this button each time you go to the site. That s it!
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Compatibility View: websites designed for older browsers will often look better,
and problems such as out-of-place menus, images, or text will be corrected.
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2. (Permanent Fix) — Add *.gsa.gov to the Local Intranet Sites (NOT the Trusted Sites) in Internet
Explorer.

In Internet Explorer 10, go to: Tools > Internet options
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Click the Security Tab > Local intranet > Click Sites
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Select a zone to view or change security settings.
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Enter: *.gsa.gov — Click Add
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You can add and remove websites from this zone. All websites in
this zone will use the zone's security settings.
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Click Close
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You can add and remowve websites from this zone. All websites in
this zone will use the zone's security settings.
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Select a zone to view or change security sethings.
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found on your intranet.
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Custon
Custom settngs.
~To change the settngs, dick Custom lewel.
-To use the recommended settings, dick Default lewvel.

Enable Protected Mode {reguires restarting Internet Explorer)
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By default in IE, Intranet Sites are displayed in Compatibility View. Make sure that this is still set for you
in Compatibility View settings by going to:

Tools > Compatibility View settings
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Ensure that the checkbox “Display intranet sites in Compatibility View” is check > Click Close
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[] Display all websites in Compatibility View
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Download updated compatibility lists from Microsoft
Learn more by reading the Internet Explorer privacy statement

You should no longer have problems accessing https://anywhere.gsa.gov directly or when redirected
from the GSA Citrix Map Page (https://gsa-apps.gsa.gov)
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